
Опросник

8 вопросов
которые покажут, насколько 
ваша компания готова к новым 
реалиям кибербезопасности

Июль 2025 показал, что массовые кибератаки — это не 
сценарий из новостей, а реальность для любого бизнеса.

С 30 мая 2025

действует Федеральный закон 
№ 420-ФЗ: за утечку персональных 
данных штраф 
до 3% годовой выручки, но не 
меньше 1 млн рублей.

С марта 2026 

вступят в силу 

 Игнорировать их дорого 
и рискованно.

новые требования 
Федеральной службы по 
техническому и экспортному 
контролю.

Игнорировать их дорого и рискованно.



Проверьте себя:

1 Проводите ли вы регулярный аудит системы информационной 
безопасности?

2 Назначен ли персональный владелец внешнего цифрового контура 
и ведётся ли общий список всех ресурсов компании?

3 Измеряете ли вы время обнаружения и локализации атаки в часах, 
а не в днях?

4 Работают ли подрядчики только через контролируемые доступы 
и видно ли их действия?

5 Готовы ли вы быстро и убедительно информировать клиентов 
и регуляторов, что именно произошло и кого затронуло?

6 Проверяете ли вы восстановление из резервных копий до рабочей 
версии в заданные сроки?

7 Регулярно ли обновляется все программное обеспечение 
и операционные системы?

8 Понимаете ли вы, какие данные критичны для бизнеса и какие 
инциденты ударят по деньгам и по закону?

Если хотя бы на один вопрос ответ «нет» или «не уверен» — 
у вас точно есть точки роста в киберзащите.

Индекс кибербезопасности F6 даст ясную 
картину состояния цифровой безопасности 
компании и конкретный план действий, чтобы 
снизить риски и соответствовать новым 
требованиям.


